· Routinely check AnalyticaOnline.com server to ensure it stays up.  This is a good task Renee, but also would be good if someone else can check during working hours in the US.  Alternatively, perhaps we can come up with an automated script that will check the web site every hour or half hour to see if it is responsive.
· Block offending ip addresses and see if we can figure out how to block them in the future.  Look for patterns in the various ip addresses to see if we can come up with a 
· Put a message on the downloads page along with an email address or button they can press to let us know there’s a problem.

· Wiggly letter requirement to view download.htm page.

· Periodically changing the location of file, if done smartly should only take a couple minutes to rename the directory with the files and do and find and replace for the links in the html page.

· Study configuration of the AnalyticaOnline.com server.  Since AnalyticaOnline.com is a dedicated server, perhaps it can resist an attack by simply having enough processes to keep up the attacker.  We can guess the attacking computer is outside the US and has limited bandwidth, so perhaps the attacking computer will not have the ability to take down the AnalyticaOnline.com server.

· We should probably grep the website for links to the relocated files or perhaps there is a way in dreamweaver to look for broken links (unless we are certain there are no other links to these “large” download files).
· Work with Verio on solving the problem.  I already contacted them and got more information about blocking IP addresses.

